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BWI INFORMATION SECURITY POLICY

BWI Poland Technologies Sp. z 0.0. is part of the BWI Group. Our goal is to be a leader

in products ensuring driving safety and comfort by delivering innovative technologies and
solutions for our customers, manufacturing plants, and BWI technical centers.

One of the priorities of the Technical Center in Krakéw is to ensure security, including
physical security, for all information that is collected, processed, and shared by the
organization.

As an organization responsible for information security, i.e. its confidentiality, integrity, and
availability, we commit ourselves to:

Implementing and maintaining the VDA ISA information security standard for the
automotive industry.

Appointing an Information Security Officer (CISO — Chief Information Security Officer).
Identifying external and internal factors affecting information security and performing a
risk analysis process.

Providing information security training and raising employee awareness, including
communication of consequences resulting from non-compliance.

Building employee awareness of information security aspects and training them in this
area.

Identifying and addressing information security requirements arising from business,
legal, and customer obligations.

Implementing an information security incident management process.

In order to fulfill these commitments, BWI Poland Technologies defines resources, assigns
responsibilities, and identifies continuous improvement plans.

Every person working for and on behalf of BWI is obliged to comply with the information
security policy, in particular to follow procedures and report incidents and potential threats.
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